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Privacy Policy

1. Introduction

ISOMETRI OU (hereinafter "We" or "Us"), as the operator of the online presence of ISOMETRI OU at
www.isometri.net (hereinafter "our website"), welcomes your interest and visit to our internet pages
and mobile applications (collectively referred to as the "online offering"), as well as your interest in
our company and services.

Data protection is of particular importance to us. We treat your personal data confidentially and in
accordance with the applicable data protection regulations and this privacy policy. The use of our
website is generally possible without providing personal data. However, if you wish to utilize specific
services offered by our company through our website, the processing of personal data may become
necessary. In cases where the processing of personal data is required and there is no legal basis for
such processing, we will generally seek your consent.

The processing of personal data, such as your name, address, email address, or telephone number,
always takes place in compliance with the General Data Protection Regulation (GDPR) and in
accordance with the country-specific data protection regulations applicable to us. Through this privacy
policy, we aim to inform you about the type, scope, and purpose of the personal data we collect, use,
and process, as well as to clarify your rights.

As the responsible party, we have implemented numerous technical and organizational measures to
ensure the most comprehensive protection of personal data processed via this website. However,
internet-based data transmissions can, in principle, have security vulnerabilities, so absolute
protection cannot be guaranteed. For this reason, you are free to transmit personal data to us through
alternative means, such as by phone or postal mail.

Our website may incorporate services provided by companies based in the United States of America
(USA). When these services are active, your personal data may be transferred to the servers of these
respective companies. We would like to point out that the USA is not considered a secure third country
under EU data protection law. US companies may be legally obligated under US law to disclose
personal data to security authorities without the possibility of legal recourse for affected individuals.
Therefore, it cannot be ruled out that US authorities may process, evaluate, and permanently store
your data located on servers of US companies for monitoring purposes, regardless of the server's
location. We have no control over these processing activities and limit the use of your personal data
in connection with the use of our online offering to the specific scenarios described in this privacy
policy.

2. Responsible Party
Responsible Party as defined by GDPR is:

ISOMETRI OU

Ahtri tn 12

Tallinn

15551

Email: privacy@isometri.net Website: www.isometri.net

Represented by Jonathan Main.
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3. Data Protection Officer

For suggestions and complaints regarding the processing of your personal data, we recommend
contacting our Data Protection Officer:

ISOMETRI OU Data Protection Officer
Ahtritn 12

Tallinn

15551

Or via email at: privacy@isometri.net

4. Definitions

The privacy policy is based on the terminology used by the European legislator when the GDPR was
enacted. Our privacy policy is intended to be easily readable and comprehensible for both the general
public and our customers and business partners. To ensure this, we would like to explain the terms
used in advance.

In this privacy policy, we use the following terms:
4.1. Personal Data

Personal data refers to any information relating to an identified or identifiable natural person
(hereinafter referred to as the "data subject"). An identifiable natural person is one who can
be identified, directly or indirectly, in particular by reference to an identifier such as a name,
an identification number, location data, an online identifier, or one or more specific
characteristics that express the physical, physiological, genetic, mental, economic, cultural, or
social identity of that natural person.

4.2. Data Subject

A data subject is any identified or identifiable natural person whose personal data is processed
by the data controller.

4.3. Processing

Processing refers to any operation or set of operations which is performed on personal data,
whether or not by automated means, such as collection, recording, organization, structuring,
storage, adaptation, or alteration, retrieval, consultation, use, disclosure by transmission,
dissemination, or otherwise making available, alignment, or combination, restriction, erasure,
or destruction.

4.4. Restriction of Processing

Restriction of processing is the marking of stored personal data with the aim of limiting their
processing in the future.

4.5. Profiling

Profiling refers to any form of automated processing of personal data consisting of the use of
personal data to evaluate certain personal aspects relating to a natural person, in particular,
to analyse or predict aspects concerning job performance, economic situation, health,
personal preferences, interests, reliability, behaviour, location, or movements of that natural
person.
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4.6. Pseudonymization

Pseudonymization is the processing of personal data in a way that the personal data can no
longer be attributed to a specific data subject without the use of additional information,
provided that such additional information is kept separately and is subject to technical and
organizational measures to ensure that the personal data is not attributed to an identified or
identifiable natural person.

4.7. Data Controller

The data controller or controller for processing is the natural or legal person, authority,
agency, or other body which alone or jointly with others determines the purposes and means
of the processing of personal data. Where the purposes and means of such processing are
determined by Union law or the law of the Member States, the data controller or the specific
criteria for their nomination may be provided for by Union law or the law of the Member
States.

4.8. Processor

A processor is a natural or legal person, public authority, agency, or other body that processes
personal data on behalf of the controller.

4.9. Recipient

A recipient is a natural or legal person, public authority, agency, or another body to which
personal data is disclosed, whether a third party or not. However, authorities that may receive
personal data in the context of a particular inquiry in accordance with Union or Member State
law shall not be considered recipients.

4.10. Third Party

A third party is a natural or legal person, public authority, agency, or body other than the data
subject, controller, processor, and persons who, under the direct authority of the controller
or processor, are authorized to process personal data.

4.11. Consent

Consent is any freely given, specific, informed, and unambiguous indication of the data
subject's wishes by which he or she, by a statement or by a clear affirmative action, signifies
agreement to the processing of personal data concerning him or her.

5. Legal Basis for Processing

Article 6(1)(a) of the GDPR serves as the legal basis for processing operations for which we obtain
consent for a specific processing purpose.

If the processing of personal data is necessary for the performance of a contract to which you are a
party, as is the case, for example, when processing operations are required for the delivery of goods
or the provision of another service or consideration, the processing is based on Article 6(1)(b) of the
GDPR. The same applies to such processing operations which are necessary for carrying out pre-
contractual measures, for example in the case of inquiries concerning our products or services.

If our company is subject to a legal obligation by which processing of personal data is required, such
as for the fulfilment of tax obligations, the processing is based on Art. 6(1)(c) of the GDPR.
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In rare cases, the processing of personal data may be necessary to protect the vital interests of the
data subject or of another natural person. This would be the case, for example, if a visitor were injured
in our company and his name, age, health insurance data, or other vital information would have to be
passed on to a doctor, hospital, or other third party. Then the processing would be based on Art.
6(1)(d) of the GDPR.

Finally, processing operations could be based on Article 6(1)(f) of the GDPR. This legal basis is used for
processing operations that are not covered by any of the aforementioned legal grounds if processing
is necessary for the purposes of the legitimate interests pursued by our company or by a third party,
except where such interests are overridden by the interests or fundamental rights and freedoms of
the data subject. Such processing operations are particularly permissible because they have been
specifically mentioned by the European legislator. He considered that a legitimate interest could be
assumed if you are a customer of our company (Recital 47 Sentence 2 of the GDPR).

6. Data Transmission to Third Parties
We do not transmit your personal data to third parties for purposes other than those listed below.
We only disclose your personal data to third parties when:

1. You have given explicit consent under Art. 6(1)(a) of the GDPR.

2. Disclosure is permissible under Art. 6(1)(f) of the GDPR for the protection of our legitimate
interests, and there is no reason to believe that you have an overriding interest worthy of
protection in not disclosing your data.

3. Thereis a legal obligation for disclosure under Art. 6(1)(c) of the GDPR.

4. Disclosure is legally permissible and necessary for the performance of contractual
relationships with you under Art. 6(1)(b) of the GDPR.

To protect your data and potentially facilitate data transfers to third countries (outside the EU/EEA),
we have entered into agreements for data processing based on the standard contractual clauses of
the European Commission.

This website is hosted by an external service provider (host). Personal data collected on this website
is stored on the host's servers. This may include IP addresses, contact requests, meta and
communication data, contract data, contact details, names, website access, and other data generated
via the website.

The use of the host is for the purpose of fulfilling our contract obligations towards our potential and
existing customers (Art. 6(1)(b) GDPR) and in the interest of providing a secure, fast, and efficient
online offering by a professional provider (Art. 6(1)(f) GDPR).

Our host will only process your data to the extent necessary to fulfil its obligations and will follow our
instructions regarding this data.

We use the following hosts:

Domain:

Wix.Com Germany GmbH
Karlplatz 7,

10117 Berlin, Germany

Hosting:
Wix.Com Germany GmbH
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Karlplatz 7,
10117 Berlin, Germany

Furthermore, we engage service providers for tasks such as marketing services, programming, data
hosting, and hotline services. We have carefully selected these service providers and regularly monitor
them, especially their responsible handling and securing of the data they store. All service providers
are bound by us to confidentiality and compliance with legal requirements.

Contracts for Data Processing

To ensure data protection-compliant processing, we have concluded contracts for data processing
with the service providers we have engaged.

7. Technology
7.1. SSL/TLS Encryption

This site uses SSL/TLS encryption to ensure data processing security and protect the transmission
of confidential content, such as orders, login data, or contact requests that you send to us as the
operator. You can recognize an encrypted connection by the fact that the address line of the
browser changes from "http://" to "https://" and by the lock symbol in your browser line.

We use this technology to protect your transmitted data.
7.2. Data Collection When Visiting the Website

When using our website for informational purposes only, i.e., if you do not register or otherwise
provide us with information, we only collect data that your browser sends to our server (in server
log files). With every visit to a page on our website, our web server automatically collects a series
of general data and information. This general data and information are stored in the server's log
files. The following data can be recorded:

Browser types and versions used

The operating system used by the accessing system

The website from which an accessing system reaches our website (so-called referrers)
The sub-websites that are accessed via an accessing system on our website

The date and time of access to the website

An abbreviated internet protocol address (anonymized IP address)

The internet service provider of the accessing system

No vk wN e

We do not draw any conclusions about the data subject when using this general data and
information. Instead, this information is needed to:

Correctly deliver the content of our website

Optimize the content of our website and its advertising

Ensure the long-term viability of our IT systems and the technology of our website

Provide law enforcement authorities with the information necessary for criminal prosecution
in case of a cyberattack

PwnNe

This data and information is evaluated statistically by us on the one hand and, on the other hand,
with the aim of increasing data protection and data security in our company in order to ensure an
optimal level of protection for the personal data we process. The anonymous data of the server
log files are stored separately from all personal data provided by a data subject.

ISOMETRI 5



ISOMETRI

Governance & Assurance
The legal basis for data processing is Art. 6(1)(f) GDPR. Our legitimate interest follows from the
data collection purposes listed above.

8. Cookies
8.1. General Information About Cookies

We use cookies on our website. These are small files that your browser automatically creates and
that are stored on your end device (laptop, tablet, smartphone, etc.) when you visit our site.

The cookie stores information that results in each case in connection with the specific end device
used. However, this does not mean that we are immediately aware of your identity.

The use of cookies serves on the one hand to make the use of our offer more pleasant for you.
We use so-called session cookies to recognize that you have already visited individual pages on
our website. These are automatically deleted after you leave our page.

In addition, we also use temporary cookies to optimize user-friendliness, which are stored on your
end device for a certain fixed period of time. If you visit our site again to use our services, it is
automatically recognized that you have already been with us and which entries and settings you
have made so that you do not have to enter them again.

On the other hand, we use cookies to statistically record the use of our website and to evaluate it
for the purpose of optimizing our offer for you. These cookies enable us to automatically recognize
that you have already been with us when you visit our site again. These cookies are automatically
deleted after a defined period of time.

8.2. Legal Basis for Using Cookies

The data processed by cookies that are necessary for the proper functioning of the website are
thus required to protect our legitimate interests and those of third parties pursuant to Art. 6(1)(f)
GDPR.

For all other cookies, you have given your consent for this through our opt-in cookie banner in
accordance with Art. 6(1)(a) GDPR.

8.3. CookieBot (by Usercentrics)

For the management of cookies and similar technologies (tracking pixels, web beacons, etc.) and
related consents, we use the "CookieBot" consent tool. Details on how " CookieBot " works can
be found at https://www.cookiebot.com/goto/cookie-declaration/

The legal bases for processing personal data in this context are Art. 6(1)(c) GDPR and Art. 6(1)(f)
GDPR. Our legitimate interest is the management of the cookies and similar technologies used
and related consents.

The provision of personal data is neither legally nor contractually required, nor is it necessary to
conclude a contract. You are not obliged to provide the personal data. If you do not provide the
personal data, we will not be able to manage your consents.

9. Content of Our Website
9.1. Data Processing for Account Opening and Contract Processing

Pursuant to Art. 6(1)(b) GDPR, personal data is collected and processed when you provide it to us
for the purpose of contract performance or when opening a customer account. The specific data
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collected can be found in the respective input forms. You can delete your customer account at
any time and it can be done by sending a message to the address of the Responsible Party
mentioned above. We store and use the data you provide for contract processing. After complete
processing of the contract or deletion of your customer account, your data will be blocked in
consideration of tax and commercial retention periods and deleted after expiry of these periods,
unless you have expressly consented to further use of your data or we reserve the right to use
data beyond that, which is permitted by law and about which we will inform you below.

9.2. Contact/ Contact Form

In the course of contacting us (e.g., via contact form or email), personal data is collected. The data
collected in the case of a contact form can be seen from the respective contact form. This data is
used exclusively for the purpose of answering your request or for contacting you and the
associated technical administration. The legal basis for processing the data is our legitimate
interest in responding to your request pursuant to Art. 6(1)(f) GDPR. If your contact is aimed at
concluding a contract, the additional legal basis for processing is Art. 6(1)(b) GDPR. Your data will
be deleted after the final processing of your inquiry, which is the case if it can be inferred from
the circumstances that the matter in question has been conclusively clarified and provided there
are no legal obligations to retain data to the contrary.

10. Newsletter Distribution
10.1. Newsletter Distribution to Existing Customers

If you have provided us with your email address when purchasing goods or services, we reserve
the right to regularly send you offers for similar goods or services from our range by email. In this
regard, we do not need to obtain separate consent from you in accordance with § 7(3) of the
Unfair Competition Act. Data processing in this respect is solely based on our legitimate interest
in personalized direct marketing in accordance with Art. 6(1)(f) of the General Data Protection
Regulation (GDPR). If you initially objected to the use of your email address for this purpose, we
will not send you any emails. You have the right to object to the use of your email address for the
aforementioned advertising purpose at any time, with effect for the future, by notifying the data
controller mentioned at the beginning. For this, you will only incur transmission costs according
to the basic rates. Upon receipt of your objection, the use of your email address for advertising
purposes will be discontinued immediately.

10.2. Advertising Newsletter

On our website, you have the option to subscribe to our company's newsletter. The personal data
that is transmitted to us when ordering the newsletter can be found in the input form used for
this purpose.

We regularly inform our customers and business partners about our offers through a newsletter.
You can generally only receive our company's newsletter if:

1. You have avalid email address; and
2. You have registered for newsletter delivery.

For legal reasons, a confirmation email in the double opt-in procedure will be sent to the email
address you first registered for newsletter delivery. This confirmation email serves to verify
whether you, as the owner of the email address, have authorized receipt of the newsletter.
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When registering for the newsletter, we also store the IP address assigned by your internet service
provider (ISP) to your IT system at the time of registration, as well as the date and time of
registration. The collection of this data is necessary to be able to trace any potential misuse of
your email address at a later date and therefore serves our legal protection.

The personal data collected as part of newsletter registration will be used exclusively for sending
our newsletter. Subscribers to the newsletter may also be informed by email if this is necessary
for the operation of the newsletter service or for registration, as may be the case in the event of
changes to the newsletter offering or changes in technical circumstances. The personal data
collected as part of the newsletter service will not be shared with third parties. You can
unsubscribe from our newsletter at any time. The consent to the storage of personal data that
you have given us for newsletter delivery can be revoked at any time. There is a corresponding
link in every newsletter for the purpose of revoking consent. Furthermore, you have the option to
unsubscribe from newsletter delivery directly on our website or to inform us of your decision in
another way.

The legal basis for data processing for the purpose of newsletter distribution is Art. 6(1)(a) of the
GDPR.

11. Our Activities on Social Networks

In order to communicate with you and inform you about our services on social networks, we
maintain our presence on these platforms. When you visit one of our social media pages, we are
jointly responsible, along with the provider of the respective social media platform, for the
processing operations involving personal data, in accordance with Article 26 of the GDPR.

Please note that we are not the primary provider of these pages but use them within the
framework of the options provided to us by the respective platform providers.

Therefore, we would like to inform you in advance that your data may also be processed outside
the European Union or the European Economic Area. This use may pose data protection risks for
you, as the protection of your rights, such as the right to information, deletion, objection, etc.,
may be more difficult, and processing in social networks often occurs directly for advertising
purposes or for the analysis of user behaviour by the providers, without our influence.

The described processing of personal data is carried out in accordance with Article 6(1)(f) of the
GDPR, based on our legitimate interest and the legitimate interest of the respective provider in
communicating with you in a contemporary manner and informing you about our services. If, as a
user, you are required to give your consent for data processing by the respective providers, the
legal basis is Article 6(1)(a) of the GDPR in conjunction with Article 7 of the GDPR.

As we do not have access to the data held by the providers, we would like to point out that you
can exercise your rights (e.g., the right to information, correction, deletion, etc.) best directly with
the respective provider. Further information on the processing of your data in social networks and
the possibility to exercise your right of objection or revocation (so-called opt-out) can be found
below with the respective social network provider:

11.1. Facebook

Joint Data Controller for Data Processing in Europe:
Meta Platforms Ireland Ltd., 4 Grand Canal Square, Grand Canal Harbour, Dublin 2, Ireland
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Privacy Policy:
https://www.facebook.com/about/privacy
Opt-Out and Advertising Settings:
https://www.facebook.com/ads/preferences/?entry_product=ad_settings_screen

11.2. Instagram

Joint Data Controller for Data Processing in Europe:

Meta Platforms Ireland Ltd., 4 Grand Canal Square, Grand Canal Harbour, Dublin 2, Ireland
Privacy Policy:

http://instagram.com/legal/privacy

Opt-Out and Privacy Settings:
https://www.instagram.com/accounts/privacy and security/

11.3. LinkedIn

Joint Data Controller for Data Processing in Europe:
LinkedIn Ireland Unlimited Company, Wilton Place, Dublin 2, Ireland

Privacy Policy:
https://www.linkedin.com/legal/privacy-policy

Opt-Out and Advertising Settings:
https://www.linkedin.com/psettings/guest-controls/retargeting-opt-out

11.4. X (formerly known as Twitter)

Joint Data Controller for Data Processing in Europe:

X (formerly known as Twitter) International Company, One Cumberland Place, Fenian Street,
Dublin 2, D02 AX07, Ireland

Privacy Policy:
https://x.com/en/privacy

Access to Your Data:
https://x.com/settings/your twitter data

Opt-Out and Advertising Settings:
By loading the tweets, you accept Twitter's privacy policy. Learn more
https://x.com/settings/account/personalization

11.5. YouTube

Joint Data Controller for Data Processing in Europe:
Google Ireland Limited, Gordon House, Barrow Street, Dublin 4, Ireland

Privacy Policy:
https://policies.google.com/privacy

Opt-Out and Advertising Settings:
https://adssettings.google.com/authenticated

11.6. XING
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Joint Data Controller for Data Processing in Europe:
XING AG, DammtorstraRe 29-32, 20354 Hamburg, Germany

Privacy Policy:
https://privacy.xing.com/de/datenschutzerklaerung

Inquiries for XING Members:
https://www.xing.com/settings/privacy/data/disclosure

12. Web Analytics
12.1. Wix Website Statistics

This website utilizes "Wix Website Statistics" to statistically analyse visitor traffic. The provider is
Wix.Com Germany GmbH, Karlplatz 7, 10117 Berlin, Germany

WordPress Statistics uses technologies that enable user recognition for the purpose of analysing
user behaviour (e.g., cookies or device fingerprinting). WordPress Statistics collects log files
(referrer, IP address, browser, etc.), the origin of website visitors (country, city), and their actions
on the site (e.g., clicks, views, downloads) for analysis. Your IP address is anonymized after
processing and before storage. The use of this analytics tool is based on Art. 6(1)(f) GDPR. The
website operator has a legitimate interest in the anonymized analysis of user behaviour to
optimize both its website offering and advertising. If consent is requested for such processing (e.g.,
consent to store cookies), the processing is based solely on Art. 6(1)(a) GDPR and can be revoked
at any time.

13. Advertising
13.1. Google Ads

Our website uses the features of Google Ads to advertise this website in Google search results and
on third-party websites. The provider is Google Ireland Limited, Gordon House, Barrow Street,
Dublin 4, Ireland ("Google"). For this purpose, Google places a cookie on your device's browser,
which automatically enables interest-based advertising based on the pages you visit, using a
pseudonymous cookie ID.

These processing activities only occur with your explicit consent, in accordance with Art. 6(1)(a)
GDPR.

Further data processing will only take place if you have agreed with Google that your internet and
app browser history will be linked to your Google account and information from your Google
account will be used to personalize ads you see on the web. If you are logged into your Google
account while visiting our website, Google will use your data along with Google Analytics data to
create and define target audience lists for cross-device remarketing. Your personal data is
temporarily linked with Google Analytics data to create these target audiences.

You can permanently disable the setting of cookies for ad preferences by downloading and
installing the browser plugin available at the following link:
https://www.google.com/settings/ads/onweb/

Alternatively, you can inform yourself about the setting of cookies and make choices through the
Digital Advertising Alliance at https://youradchoices.com/. Finally, you can configure your browser
to notify you about the setting of cookies and individually decide whether to accept them or reject
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them in specific cases or generally. If cookies are not accepted, the functionality of our website
may be limited.

For more information and Google's privacy policies related to advertising, please see:
https://www.google.com/policies/technologies/ads/

14. Plugins and Other Services
14.1. Facebook

We have integrated components of the Facebook company on this website. Facebook is a social
network.

A social network is an internet-based social gathering place, an online community that generally
allows users to communicate with each other and interact in the virtual space. A social network
can serve as a platform for exchanging opinions and experiences or allows the online community
to provide personal or company-related information. Facebook allows users of the social network
to create private profiles, upload photos, and connect through friend requests.

The operator of Facebook is Facebook, Inc., 1 Hacker Way, Menlo Park, CA 94025, USA. If a data
subject lives outside the USA or Canada, the controller for the processing of personal data is
Facebook Ireland Ltd., 4 Grand Canal Square, Grand Canal Harbour, Dublin 2, Ireland.

Every time one of the individual pages of this website, which is operated by us and on which a
Facebook component (Facebook plug-in) has been integrated, is called up, the Internet browser
on your IT system is automatically prompted by the respective Facebook component to download
a representation of the corresponding Facebook component from Facebook. An overview of all
Facebook plugins can be found at https://developers.facebook.com/docs/plugins/?locale=en US
As part of this technical process, Facebook gains knowledge of which specific subpage of our
website you are visiting.

If you are simultaneously logged into Facebook, Facebook recognizes with each call-up to our
website by you and for the entire duration of your stay on our website, which specific subpage of
our website you are visiting. This information is collected by the Facebook component and
assigned by Facebook to the respective Facebook account. If you activate one of the Facebook
buttons integrated on our website, for example the "Like" button, or if you make a comment,
Facebook assigns this information to your personal Facebook user account and stores this
personal data.

Facebook receives information through the Facebook component that you have visited our
website whenever you are logged in to Facebook at the same time as you access our website; this
happens regardless of whether you click on the Facebook component or not. If you do not want
this information to be transmitted to Facebook, you can prevent the transmission by logging out
of your Facebook account before accessing our website.

Facebook's data policy, which is available at https://www.facebook.com/about/privacy/ and
provides information about the collection, processing, and use of personal data by Facebook. It
also explains the privacy settings Facebook offers. In addition, various applications are available
that make it possible to suppress data transmission to Facebook. Such applications can be used
by you to suppress data transmission to Facebook.
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14.2. Google Web Fonts

This site uses web fonts provided by Google for the uniform display of fonts. Google Fonts are
installed locally, and there is no connection to Google's servers.

For more information about Google Web Fonts, please visit:
https://developers.google.com/fonts/fag

And Google's privacy policy:
https://policies.google.com/privacy?hl=en

14.3. MailerlLite

On our website, we utilize the service of MailerLite for various purposes. MailerLite is a software
company from the USA with a branch in Ireland. Contact: MailerLite, Gordon House, Barrow
Street, Dublin 4, Dublin, DO4 E5WS5, Ireland.

MailerLite is an integrated software solution that covers various aspects of our online marketing.
These include, among others:

e Email marketing
e Social media publishing and reporting
e Reporting

Contact management (e.g., user segmentation and customer relationship management)
Landing pages and contact forms.

Our registration service allows visitors to our website to learn more about our company, download
content, and provide their contact information, as well as other demographic information. This
information, along with the content of our website, is stored on the servers of our software
partner MailerLite. We use this information to engage with visitors to our website and determine
which of our company's services are of interest to them. All information collected by us is subject
to this privacy policy. We use all collected information exclusively to optimize our marketing
measures.

For more information about MailerLite, please visit:
https://www.mailerlite.com/legal/privacy-policy

More information from MailerLite regarding EU privacy regulations:

https://www.mailerlite.com/gdpr-compliance

For more information on the cookies used by MailerLite, please visit:

https://www.mailerlite.com/legal/cookie-policy

In the context of optimizing our marketing measures through MailerLite, the following data may
be collected and processed:

e Geographic position

e Browser type

e Navigation information
o Referral URL

e Performance data
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e Information on how often the application is used
e Mobile app data
e Login information for the MailerLite subscription service
e On-site displayed files
e Domain names
e Viewed pages
e Aggregated usage
e Version of the operating system
e Internet service provider
e [P address
e Device identifier
e Duration of visit
e Source of application download
e QOperating system
e Events occurring within the application
e Accesstimes
e Clickstream data
e Device model and version

Additionally, we also use MailerLite to provide contact forms.

Furthermore, to enhance the user experience on our website, on some subpages, we use the
"Messages" live chat service from MailerLite for sending and receiving messages. If consent is
given and this feature is used, the following data is transmitted to MailerLite's servers:

e Content of all sent and received chat messages
e Contextual information (e.g., the page on which the chat was used)
e Optional: User's email address (if provided by the user via the chat function)

The legal basis for processing is your consent according to Art. 6 para. 1 (a) of the GDPR. If you do
not wish for the aforementioned data to be collected and processed via MailerlLite, you can refuse
your consent or revoke it at any time with effect for the future.

Personal data will be stored as long as it is necessary to fulfil the purpose of processing. The data
will be deleted as soon as it is no longer necessary to achieve the purpose.

As part of the processing via MailerLite, data may be transferred to the USA. The security of the
transfer is ensured through so-called standard contract clauses, which ensure that the processing
of personal data is subject to a level of security equivalent to that of the GDPR. If the standard
contract clauses are not sufficient to establish an adequate level of security, your consent
according to Art. 49 para. 1 (a) of the GDPR can serve as the legal basis for the transfer to third
countries.

14.4. Instagram

We have integrated components of the Instagram service on this website. Instagram is a service
that qualifies as an audiovisual platform, allowing users to share photos and videos and distribute
such data on other social networks.

The operator of Instagram's services is Instagram LLC, 1 Hacker Way, Building 14 First Floor, Menlo
Park, CA, USA.
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Each time you access one of the individual pages of this website, which is operated by us and on
which an Instagram component (Instagram button) has been integrated, the internet browser on
your IT system is automatically prompted by the respective Instagram component to download a
representation of the corresponding Instagram component. As part of this technical process,
Instagram gains knowledge of which specific subpage of our website you are visiting.

If you are simultaneously logged into Instagram, Instagram recognizes with each visit to our
website and during the entire duration of your stay on our website, which specific subpage you
are visiting. This information is collected by the Instagram component and assigned to your
Instagram account. If you activate one of the Instagram buttons integrated on our website, the
data and information transmitted with it are associated with and stored and processed by your
personal Instagram user account by Instagram.

Instagram always receives information via the Instagram component that you have visited our
website whenever you are logged in to Instagram at the same time as you access our website,
regardless of whether you have clicked on the Instagram component or not. If you do not want
this information to be transmitted to Instagram, you can prevent the transmission by logging out
of your Instagram account before accessing our website.

For more information and the applicable privacy policies of Instagram, please visit:
https://help.instagram.com/155833707900388 and
https://www.instagram.com/about/legal/privacy/

14.5. LinkedIn

We have integrated components of the LinkedIn Corporation on this website. LinkedIn is an
internet-based social network that enables users to connect with existing business contacts and
establish new business connections.

LinkedIn is operated by LinkedIn Corporation, 2029 Stierlin Court Mountain View, CA 94043, USA.
For privacy matters outside the USA, LinkedIn Ireland, Privacy Policy Issues, Wilton Plaza, Wilton
Place, Dublin 2, Ireland, is responsible.

With each individual retrieval of our website, which is equipped with a LinkedIn component
(LinkedIn plugin), this component causes the browser you are using to download a corresponding
representation of the LinkedIn component. More information about LinkedIn plugins can be found
at https://developer.linkedin.com/plugins. As part of this technical process, Linkedin becomes

aware of which specific subpage of our website you are visiting.

If you are simultaneously logged into LinkedIn, LinkedIn recognizes with each visit to our website
and during the entire duration of your stay on our website which specific subpage of our website
you are visiting. This information is collected by the LinkedIn component and associated with your
LinkedIn account. If you activate one of the LinkedIn buttons integrated on our website, LinkedIn
associates this information with your personal LinkedIn user account and stores and processes
this personal data.

LinkedIn always receives information via the Linkedln component that you have visited our
website whenever you are logged in to LinkedIn at the same time as you access our website,
regardless of whether you have clicked on the LinkedIn component or not. If you do not want this
information to be transmitted to LinkedIn, you can prevent the transmission by logging out of your
LinkedIn account before accessing our website.

ISOMETRI 14



ISOMETRI

Governance & Assurance
LinkedIn offers the option to unsubscribe from email messages, SMS messages, and targeted ads,
as well as manage ad settings at https://www.linkedin.com/psettings/guest-controls. LinkedIn
also uses partners such as Quantcast, Google Analytics, BlueKai, DoubleClick, Nielsen, Comscore,
Eloqua, and Lotame, which may set cookies. Such cookies can be rejected at
https://www.linkedin.com/legal/cookie-policy. The applicable privacy policies of LinkedIn can be
found at https://www.linkedin.com/legal/privacy-policy. LinkedIn's cookie policy is available at
https://www.linkedin.com/legal/cookie-policy.

14.6. XING

We have integrated components of Xing on this website. Xing is an internet-based social network
that enables users to connect with existing business contacts and establish new business contacts.
Individual users can create a personal profile on Xing. Companies, for example, can create
company profiles or publish job offers on Xing.

Xing is operated by XING SE, Dammtorstrafle 30, 20354 Hamburg, Germany.

With each individual retrieval of our website, which is operated by us and on which a Xing
component (Xing plugin) has been integrated, this component causes the browser you are using
to download a corresponding representation of the Xing component from Xing. More information
about Xing plugins can be found at https://dev.xing.com/plugins. As part of this technical process,
Xing becomes aware of which specific subpage of our website you are visiting.

If you are simultaneously logged in to Xing, Xing recognizes with each visit to our website and
during the entire duration of your stay on our website which specific subpage of our website you
are visiting. This information is collected by the Xing component and associated with your Xing
account. If you activate one of the Xing buttons integrated on our website, for example, the
"Share" button, Xing assigns this information to your personal Xing user account and stores this
personal data.

Xing always receives information via the Xing component that you have visited our website
whenever you are logged in to Xing at the same time as you access our website, regardless of
whether you have clicked on the Xing component or not. If you do not want this information to
be transmitted to Xing, you can prevent the transmission by logging out of your Xing account
before accessing our website.

The privacy policies published by Xing, which can be accessed at https://www.xing.com/privacy,
provide information on the collection, processing, and use of personal data by Xing. Furthermore,
Xing has published privacy information for the XING Share button at
https://privacy.xing.com/en/privacy-policy.

14.7. YouTube

We have integrated components of YouTube on this website. YouTube is an internet video portal
that allows video publishers to upload video clips for free and enables users to view, rate, and
comment on these videos also for free. YouTube permits the publication of all types of videos,
including full-length movies and TV shows, music videos, trailers, or user-generated videos
accessible through the internet portal.

The operating company of YouTube is YouTube, LLC, 901 Cherry Ave., San Bruno, CA 94066, USA.
YouTube, LLC is a subsidiary of Google Ireland Limited, Gordon House, Barrow Street, Dublin 4,
Ireland.
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Every time you access one of the individual pages of this website operated by us and on which a
YouTube component (YouTube video) has been integrated, the internet browser on your IT system
is automatically prompted by the respective YouTube component to download a representation
of the corresponding YouTube component from YouTube. More information about YouTube can
be found at https://www.youtube.com/yt/about/de/. As part of this technical process, YouTube
and Google gain knowledge of which specific subpage of our website you are visiting.

If the person concerned is logged in to YouTube at the same time, YouTube recognizes which
specific subpage of our website you are visiting with the call-up of a subpage containing a YouTube
video. This information is collected by YouTube and Google and associated with your YouTube
account.

YouTube and Google always receive information via the YouTube component that you have visited
our website whenever you are logged in to YouTube at the same time as you access our website;
this occurs regardless of whether you click on a YouTube video or not. If you do not want this
information to be transmitted to YouTube and Google, you can prevent the transmission by
logging out of your YouTube account before accessing our website.

These processing operations are only carried out with your express consent in accordance with
Art. 6 para. 1 GDPR.

The privacy policies published by YouTube, which can be accessed at
https://www.google.de/intl/de/policies/privacy/, provide information on the collection,
processing, and use of personal data by YouTube and Google.

14.8. Stripe

We have integrated components of Stripe on this website. Stripe is a Payment Service Gateway
and provide financial infrastructure for the purchases of products and services to online
businesses. Their technology allows ISOMETRI OU to accept payments, send payouts, and manage
our financial business online using Transaction Data.

The operating company of Stripe is Stripe, Inc.,354 Oyster Point Boulevard, South San Francisco,
California, 94080, USA. If a data subject lives outside the USA or Canada, the controller for the
processing of personal data is Stripe Payments Europe Limited, 1 Grand Canal Street Lower, Grand
Canal Dock, Dublin, D02 H210, Ireland.

For more information about Stripe, please visit:
https://stripe.com/privacy

For more information on the cookies used by Stripe, please visit:

https://stripe.com/legal/cookies-policy

For payment transactions with Stripe, End User Personal Data is shared with Stripe to enable or
“process” the transaction. For example, when you choose to use a payment method for the
transaction with Stripe (e.g. credit card, debit card, or direct debit), Stripe will receive Transaction
Data that includes your Personal Data.

“Transaction Data” as used in this Privacy Policy includes Personal Data, and may include the
following: your name, email address, billing address, shipping address, payment method
information (such as credit or debit card number, bank account information or payment card
image selected by you), merchant and location, purchase amount, date of purchase, and in some
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cases, some information about what you have purchased and your phone number and past
purchases.

15. Your Rights as a Data Subject
15.1. Right to Confirmation

Pursuantto Art. 13 and 14 GDPR, you have the right to request confirmation from us as to whether
personal data concerning you is being processed.

15.2. Right to Information

Pursuant to Art. 15 GDPR, you have the right to obtain from us at any time, free of charge,
information about the personal data stored about you, as well as a copy of this data in accordance
with legal requirements.

15.3. Right to Rectification

pursuant to Art. 16 GDPR, you have the right to request the correction of inaccurate personal data
concerning you. Furthermore, you have the right to request the completion of incomplete
personal data, taking into account the purposes of processing.

15.4. Right to Erasure

pursuant to Art. 17 GDPR, you have the right to request that the personal data concerning you be
deleted without delay, provided that one of the legally provided grounds applies and the
processing or storage is not required.

15.5. Right to Restriction of Processing

Pursuant to Art. 18 GDPR, you have the right to request us to restrict processing if one of the legal
conditions is met.

15.6. Right to Data Portability

pursuant to Art. 20 GDPR, you have the right to receive the personal data concerning you that you
have provided to us in a structured, commonly used, and machine-readable format. You also have
the right to transmit this data to another controller without hindrance from us, provided that the
processing is based on consent pursuant to Art. 6 para. 1 GDPR or Art. 9 para. 2 GDPR or on a
contract pursuant to Art. 6 para. 1(b) GDPR and the processing is carried out by automated means,
unless the processing is necessary for the performance of a task carried out in the public interest
or in the exercise of official authority vested in us.

Furthermore, when exercising your right to data portability pursuant to Art. 20 para. 1 GDPR, you
have the right to have personal data transmitted directly from one controller to another, where
technically feasible and provided that this does not affect the rights and freedoms of others.

15.7. Right to Object

pursuant to Art. 21 GDPR, you have the right to object at any time, for reasons arising from your
particular situation, to the processing of personal data concerning you that is carried out on the
basis of Art. 6 para. 1 (e) (data processing in the public interest) or (f) (data processing on the basis
of a balance of interests) GDPR.

This also applies to profiling based on these provisions within the meaning of Art. 4 No. 4 GDPR.
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If you object, we will no longer process your personal data unless we can demonstrate compelling
legitimate grounds for the processing that override your interests, rights, and freedoms, or the
processing serves to assert, exercise, or defend legal claims.

In individual cases, we process personal data for direct marketing purposes. You may object to the
processing of personal data for such advertising purposes at any time. This also applies to profiling,
insofar as it is associated with such direct marketing. If you object to us processing your personal
data for the purposes of direct marketing, we will no longer process the personal data for these
purposes.

You also have the right to object to the processing of personal data concerning you, which we
carry out for scientific or historical research purposes or for statistical purposes pursuant to Art.
89 para. 1 GDPR, for reasons arising from your particular situation, unless such processing is
necessary for the performance of a task carried out in the public interest.

You are free to exercise your right to object in relation to the use of information society services,
notwithstanding Directive 2002/58/EC, by means of automated procedures using technical
specifications.

15.8. Revocation of Consent to Data Processing

You have the right to withdraw your consent to the processing of personal data at any time with
effect for the future.

15.9. Complaint to a Supervisory Authority

You have the right to lodge a complaint with a supervisory authority responsible for data
protection about our processing of personal data.

16. Routine Erasure, Blocking, and Storage of Personal Data

We process and store your personal data only for the period necessary to achieve the purpose of
storage or as required by the laws to which our company is subject.

When the purpose of storage no longer applies or a legally prescribed storage period expires, the
personal data is routinely blocked or deleted in accordance with legal regulations.

17. Duration of Storage of Personal Data

The criterion for the duration of storage of personal data is the respective statutory retention
period. After the expiry of the period, the relevant data is routinely deleted, provided it is no
longer necessary for the performance of the contract or the initiation of the contract.

18. Objection to Unsolicited Advertising

The use of contact data published within the framework of the legal notice obligation for the
transmission of not expressly requested advertising and information materials is hereby contradicted.
We expressly reserve the right to take legal action against unsolicited sending of advertising
information, such as spam emails.

19. Up-to-Date and Amendment of Privacy Policy

This privacy policy is currently valid and dated 07 January 2026.
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Due to the further development of our online services or changes in legal or regulatory requirements,
it may be necessary to amend this privacy policy. The current privacy policy can be accessed and
printed at any time on the website at www.isometri.net
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